
 

 

 
VIX Verify Security statement 

 

Security surrounding customer data is VIX Verify's top priority.  We manage, develop and operate 
our greenID platform throughout the world using a common Information Security Management 
System (ISMS) which has been certified as meeting the ISO 27001:2013 standard in Australia. ISO 
27001 is internationally recognised as a top-tier certification for Information Security Management 
Systems (ISMS) and the certification is subject to an annual audit to confirm adherence to the ISO 
27001 standard. 

Our Information Security Committee (ISC) oversee the management of security issues. A specialist 
third party information security firm conducts daily vulnerability scans against our systems and 
regular penetration testing.  
 
The greenID platform has multiple layers of defence to block unauthorised access. All data is 
encrypted in transit and at rest. Our hardened systems are continually updated according to the 
latest security patches and we deploy best of breed security mechanisms to combat potential DDOS 
attacks.  
 
Be assured at VIX Verify, privacy and security is of utmost importance and we do everything possible 
to ensure your data is safe.  
 
Thank you for your continued support and please do not hesitate to contact your Customer Service 
Manager or Customer Support on support@vixverify.com if you have any questions about your 
customer’s personal information. 
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