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Sharp Electronics: Simplifying 
SOD Management with SAP® 
Access Control and SAP Access 
Violation Management 

 

From electronics to appliances and more, consumers and businesses around the world 
watch, listen, communicate, and work using Sharp Electronics. With operations 
crossing multiple countries and markets, protecting company systems and data is a 
must. But understanding the financial exposure risks of improper access governance 
and segregation of duties (SOD) is nearly impossible with manual mitigating controls. 
 
To strengthen internal controls, Sharp implemented the SAP® Access Control 
application and the SAP Access Violation Management application by Greenlight. Now 
managing access control and SOD is more efficient than ever, reducing IT costs and 
allowing IT staff to work on more-strategic initiatives. That means Sharp can rest easy 
knowing that company information is in the right hands, driving better business 
practices and continued innovation. 
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Executive overview  

Top objectives 
•  Leverage technology to streamline access governance processes across 

enterprise applications 
•  Contextualize the segregation of duty (SOD) risk in terms of financial 

exposure to the business 
 
Resolution 
•  Deployed the SAP® Access Control application as the company’s 

centralized access governance solution 
•  Deployed the SAP Access Violation Management application by Greenlight 

to automate SOD controls and to provide insight into financial exposure 
due to SOD violations 

•  Established this centralized solution as the basis for security as a shared 
service and as a platform for further expansion 

 
Key benefits 
•  Automation that reduced manual efforts for managing access governance 

and SOD procedures across the enterprise 
•  Reduction in external audit costs 
•  Reduction in the IT security team – from five employees to one 

Company 
Sharp Electronics Corporation 
 
United States Headquarters 
Mahwah, New Jersey 
 
Industry 
High tech 
 
Products and Services 
Home electronics, appliances, 
mobile devices, and business 
solutions 
 
Web Site 
www.sharpUSA.com 
 

 
 
“The synergy between system solutions and procedure and technology 
and humanity empowers and frees companies to focus on core 
business functions. Leveraging innovative solutions like SAP Access 
Control and SAP Access Violation Management allows Sharp to do 
more and maximize resources.”  

 

Wyatt MacManus, Associate Director, Information Security, Sharp Electronics Corporation  

 

BUSINESS TRANSFORMATION  TOP BENEFITS ACHIEVED  

 

80% 
Reduction in IT 
personnel time required 
to manage access 
governance and SOD 
controls 
 

300 hours 
Reduction in time spent 
per month on SOD 
control monitoring 
 

33% 
Increase in the number 
of systems managed by 
SAP Access Control 
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© 2014 SAP SE or an SAP affiliate company. All rights reserved. 
 
No part of this publication may be reproduced or transmitted in any form or for any purpose without the express permission of SAP SE or 
an SAP affiliate company. 
 
SAP and other SAP products and services mentioned herein as well as their respective logos are trademarks or registered trademarks of 
SAP SE (or an SAP affiliate company) in Germany and other countries. Please see http://www.sap.com/corporate-
en/legal/copyright/index.epx#trademark for additional trademark information and notices. Some software products marketed by SAP 
SE and its distributors contain proprietary software components of other software vendors. 
 
National product specifications may vary. 
 
These materials are provided by SAP SE or an SAP affiliate company for informational purposes only, without representation or warranty 
of any kind, and SAP SE or its affiliated companies shall not be liable for errors or omissions with respect to the materials. The only 
warranties for SAP SE or SAP affiliate company products and services are those that are set forth in the express warranty statements 
accompanying such products and services, if any. Nothing herein should be construed as constituting an additional warranty. 
 
In particular, SAP SE or its affiliated companies have no obligation to pursue any course of business outlined in this document or any 
related presentation, or to develop or release any functionality mentioned therein. This document, or any related presentation, and SAP 
SE’s or its affiliated companies’ strategy and possible future developments, products, and/or platform directions and functionality are all 
subject to change and may be changed by SAP SE or its affiliated companies at any time for any reason without notice. The information in 
this document is not a commitment, promise, or legal obligation to deliver any material, code, or functionality. All forward-looking 
statements are subject to various risks and uncertainties that could cause actual results to differ materially from expectations. Readers 
are cautioned not to place undue reliance on these forward-looking statements, which speak only as of their dates, and they should not 
be relied upon in making purchasing decisions.  


