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No-compromise security at any scale.
100% software. 

As organisations around the world 
move to adopt broader access 
policies for a growing mobile 
workforce, they find themselves 
faced with a question: at what 
point should security be sacrificed 
for simplicity? 

Apply Mobile has the answer: 
never.

Meet iDENprotect by Apply Mobile, 
providing powerful protection to 
secure mobile access. Simply.

It’s a reality of modern business operations that 
more employees are demanding access to sensitive 
data at any time from any device. As companies 
expand their policies to allow wider mobile access, 
however, the threat landscape is keeping pace – 
making it harder than ever to protect even the most 
basic systems across the company network.

iDENprotect enables businesses to safely increase 
the availability of information, keep productivity high, 
and optimise processes throughout the workforce, 
no matter what device is used to access data.

The safeguard behind iDENprotect is Apply Mobile’s 
built-in security architecture, underpinned directly 
to the electronic architecture on mobile devices 
themselves. This makes data security fully locked to 
the hardware users already carry with them, every 
day.

iDENprotect meets rigorous internal security 
policies set by organisations – and the legal and 
regulatory mandates for software. And with its 
simple interface, iDENprotect embraces the familiar 
user experience expected by mobile workers. All 
safely. No sacrifice.

Protection in a threat-filled landscape

www.applymobile.co.uk

100% simple.

iDENprotect
Frictionless mobile security
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iDENprotect is a software-based security tool, 
scalable to any number of employees, to manage 
and secure digital identities from within users’ 
mobile devices.

It stores and manages credentials such as 
digital keys, certificates and passwords that 
can be used to provide secure access, protect 
data and authenticate users; then adds further 
layers of security to any third-party software for 
communication, data protection, encryption or 
banking transaction.

Granular control of any number of iDENprotect 
users can be centrally managed with Apply 
Mobile’s iSPA management console, giving you 
highly scalable, full management of identities 
and access. For multiple levels of protection in 
more demanding environments, Apply Mobile’s 
iDENtear® hardware can work in tandem, 
providing organisations with a cost-effective, 
rules-based way to manage authentication 
levels, while reducing administrative effort and 
costs normally associated with purchasing and 
provisioning authentication technology.

With iDENprotect, you have scale, simplicity 
and security to ensure success of your mobile 
strategy.

Security in Software Product Highlights
No additional hardware. If regulations or security 
policies do not mandate a separate hardware 
device to provide security, iDENprotect is your 
real alternative. Strong software integrity and 
trusted security ensure your data remains safe and 
protected.

Key stored in device hardware to ensure the 
strongest possible security solution in software. 
Mobile security features upgraded? Even better: 
iDENprotect is anchored to its hardware and will 
strengthen along with them.

Protects off-line data at rest on mobile 
devices, combining simple PINs with the biometric 
fingerprint sensor on the mobile device – so you can 
securely support a “bring your own device” (BYOD) 
strategy and not put confidential data at risk.

Integrates with leading Mobile Application 
Management solutions –so you can arm 
employees and staff with the BYOD device 
protection they need.

Securely manages the credentials that can 
be used to decrypt or sign emails on a mobile 
device, digitally sign documents and support 
non-repudiation – so you can transact secure 
communications effectively and securely via mobile 
devices.

About Apply Mobile

Apply Mobile standardises security in a digital world through Innovation and Integrity. The patent 
pending iDENtear device, iDENprotect and iSPA products are designed to integrate with a variety of 
computing platforms, including laptops, with a particular focus on mobile devices such as phones 
and tablet devices. Regulated, blue chip, government and defence clients use our technology to 
simplify security, reduce costs and enhance productivity.

Platform Agnostic

Multi-Layer

Easy to UseCost Efficient

Easy to Manage

Scales with your workforce without requiring 
additional investments in purchasing and 
provisioning hardware authentication technology.

Keeps security simple with no burden on 
mobile users, who don’t want to carry additional 
authentication hardware, want to access the 
necessary data for their jobs from wherever their 
devices allow, and can do it all with a simple, mobile-
friendly interface – no long and complex passwords.

iDENprotect
Frictionless mobile security


