
2-FACTOR
AUTHENTICATION

Also referred to as a 'two-step

verification' or 'dual factor

authentication'.

It is basically an additional layer

of security that protects your

sensitive data and makes it harder

for hackers to gain access to your

device or online account

The single-factor authentication only

requires a password/pass-code.

The second factor is usually an

application on your phone.

An advantage is that it is Cyber

Essentials compliant, strengthening

your organisation's resilience and

defence against cyber-attacks.
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Tip Top Idea for creating a password

Write several words and numbers
on little pieces of paper.

 
Fold them up and put them in a bowl.

 
Pick out 4 pieces.

 
Voila! There is your secure

password!

Contact Keyfort-
support@keyfort.co.uk

or call us on 
0844 801 4589
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OR....

Did you know..
90% of passwords can be cracked in less than

six hours.

Two-thirds of people use the same password

everywhere.

Sophisticated cyber attackers have the power

to test billions of passwords every second.

Click here for more information

Keyfort IT Engineering Service Portal uses 2-factor
authentication to protect your sensitive data.

Contact Keyfort for your ITESP login.

https://keyfort.co.uk/
https://keyfort.co.uk/contact/
https://keyfort.co.uk/assets/KeyfortCyberEssentialsOverview.

