
 

PRIVACY POLICY 

 

Last updated: August 06, 2017 

 

FinTech Mining ("us", "we", or "our") operates the http://www.FinTech-Mining.com website (the 

"Service"). 

 

This page informs you of our policies regarding the collection, use and disclosure of Personal 

Information when you use our Service. FinTech Mining does its utmost to ensure the privacy, 

confidentiality and security of its clients are preserved both throughout their interaction with the 

company and afterwards, to the fullest extent achievable by the company. 

 

We will not use or share your information with anyone except as described in this Privacy Policy. 

We use your Personal Information for providing and improving the Service. By using the Service, you 

agree to the collection and use of information in accordance with this policy. Unless otherwise defined 

in this Privacy Policy, terms used in this Privacy Policy have the same meanings as in our Terms and 

Conditions and Service Agreement. 

 
 

INFORMATION COLLECTION AND USE 

 

When clients register with FinTech Mining they acknowledge their willingness to share with the 

company certain private information which we use for the purpose of confirming the client’s identity 

and ensuring the security of their purchases and account. This information is collected in line with our 

stringent verification procedures which are used to deter international money laundering operations 

and to ensure the security and safety of our customer’s Mining activity throughout. 

While using our Service, we ask you to provide us with certain personally identifiable information that 

can be used to contact or identify you. Personally identifiable information may include, but is not limited 

to, your name, phone number, postal address, email address ("Personal Information").  

 

ACCURACY OF PERSONAL INFORMATION 

 

Our clients undertake to supply us with true, updated and accurate information about their identity. 

Furthermore, they are required to state categorically that they are registering and Mining on their own 

behalf and are not seeking at any time to act any manner which could be considered fraudulent nor are 

they seeking to impersonate any other individuals for any purposes whatsoever. 

 

LOG DATA 

 

We collect information that your browser sends whenever you visit our Service ("Log Data"). This Log 

Data may include information such as your computer's Internet Protocol ("IP") address, browser type, 

browser version, the pages of our Service that you visit, the time and date of your visit, the time spent 

on those pages and other statistics. 

http://www.fintech-mining.com/


COOKIES 

 

Cookies are files with small amount of data, which may include an anonymous unique identifier. Cookies 

are sent to your browser from a web site and stored on your computer's hard drive.  

 

We use "cookies" to collect information for the purposes of gathering data about the manner in which 

clients interact with the FinTech Mining website. These tools for gathering client’s information are 

employed for the purpose of ensuring the customer’s own security and all data collected by the 

company is shared only with individuals within the company who are involved with the verification of 

customer account information for the express purpose of ensuring the customer’s confidentiality and 

security. 

 

SERVICE PROVIDERS 

 

We may employ third party companies and individuals to facilitate our Service, to provide the Service on 

our behalf, to perform Service-related services or to assist us in analyzing how our Service is used. 

These third parties have access to your Personal Information only to perform these tasks on our behalf 

and are obligated not to disclose or use it for any other purpose. 

 

SECURITY 

 

The security of your Personal Information is important to us, but remember that no method of 

transmission over the Internet, or method of electronic storage is 100% secure. While we strive to use 

commercially acceptable means to protect your Personal Information, we cannot guarantee its absolute 

security. FinTech Mining does its utmost to ensure the confidentiality of its client’s personal information 

including the implementation of data protection procedures designed to ensure client confidentiality. 

FinTech Mining ensures that its data protection policy is regularly updated in order to ensure that 

client’s confidential information is continually safeguarded. 

 

LINKS TO OTHER SITES 

 

Our Service may contain links to other sites that are not operated by us. If you click on a third party link, 

you will be directed to that third party's site. We strongly advise you to review the Privacy Policy of 

every site you visit. 

 

We have no control over, and assume no responsibility for the content, privacy policies or practices of 

any third party sites or services. 

 

COMMUNICATION  

 

From time to time FinTech Mining may contact clients whether by phone or email for the purpose of 

offering them further information about FinTech Mining’s Contracts and Services or financial market 

information and education. In addition, the company may, on occasion, seek to contact clients, whether 

by phone or by email, for the purpose of informing them of unique promotional offerings provided by 



FinTech Mining. Clients consent to the receipt of such contact is given when they consent to our terms 

and conditions upon registering with FinTech Mining. Any person wishing to opt out of further contact 

with FinTech Mining at any time whatsoever is entitled to do so, simply by contacting the company 

whether by phone or email and requesting that no further contact on behalf of the company will be 

made. 

 

GOOGLE ANALYTICS  

 

We use a third-party JavaScript plug-in provided by Google called "Google Analytics" to provide us with 

useful traffic statistics and to better understand how you use our site. We do not have direct access to 

the information obtained from Google Analytics, but Google provides us with a summary through their 

dashboard. 

 

We may share the information obtained from Google Analytics with business partners who are 

interested in advertising on our website. The information shared with these business partners will not 

contain any personally identifying information (Google does not provide us with direct access to the 

data and therefore we cannot see this information). 

 

You can opt-out of having your information collected by Google Analytics by downloading the Google 

Analytics opt-out browser add-on provided by Google. This will prevent your information being used by 

Google Analytics. Doing this will not affect your ability to use our Site in any way.  

 

CALIFORNIA ONLINE PRIVACY PROTECTION ACT 

CalOPPA is the first state law in the nation to require commercial websites and online services to post a 

privacy policy. The law's reach stretches well beyond California to require a person or company in the 

United States (and conceivably the world) that operates websites collecting personally identifiable 

information from California consumers to post a conspicuous privacy policy on its website stating exactly 

the information being collected and those individuals with whom it is being shared, and to comply with 

this policy.  

According to CalOPPA we agree to the following: 

 Users can visit our site anonymously 

 a link to this Privacy Policy appears on our home page, or at the very least on the first significant 

page after entering our website. 

 Our Privacy Policy link includes the word 'Privacy', and can be easily be found on the page 

specified above. 

 Users will be notified of any privacy policy changes on our Privacy Policy Page. 

 Users are able to change their personal information by: emailing us, calling us, logging in to their 

account, chatting with us or sending us a ticket. 

 

  



MEMBERSHIP ELIGIBILITY and COPPA (children online privacy protection act) 

Our Service does not address people aged under 18 or who have not attained the legal age (“Minors”)  

We do not knowingly collect personally identifiable information from anyone under 18. If you are a 

parent or guardian and you are aware that your Children/Minors has provided us with Personal 

Information, please contact us. If we discover that anyone under 18 has provided us with Personal 

Information, we will delete such information from our servers immediately. 

When it comes to the collection of personal information from children under 13 (“Children”), the 

Children's Online Privacy Protection Act (COPPA) puts parents in control. The Federal Trade Commission, 

the nation's consumer protection agency, enforces the COPPA Rule, which spells out what operators of 

websites and online services must do to protect children's privacy and safety online. 

We do not specifically market to anyone under 18. Our Services are not available to people aged under 

18 or who have not attained the legal age (“Minors”). If you are a minor, you cannot use this service. 

PLEASE DO NOT USE THIS SITE IF YOU ARE NOT QUALIFIED. 

FAIR INFORMATION PRACTICES 

The Fair Information Practices Principles form the backbone of privacy law in the United States and the 

concepts they include have played a significant role in the development of data protection laws around 

the globe. Understanding the Fair Information Practice Principles and how they should be implemented 

is critical to comply with the various privacy laws that protect personal information. 

In order to be in line with Fair Information Practices we will take the following responsive action, should 

a data breach occur: 

 We will notify the users via email within 7 business days 

 We will notify the users via in site notification within 7 business days 

We also agree to the individual redress principle, which requires that individuals have a right to pursue 

legally enforceable rights against data collectors and processors who fail to adhere to the law. 

This principle requires not only that individuals have enforceable rights against data users, but also that 

individuals have recourse to courts or a government agency to investigate and/or prosecute non-

compliance by data processors. 

CAN SPAM ACT 

The CAN-SPAM Act is a law that sets the rules for commercial email, establishes requirements for 

commercial messages, gives recipients the right to have emails stopped from being sent to them, and 

spells out tough penalties for violations. 

We collect your email address in order to: 

 Send information, respond to inquiries, and/or other requests or questions. 

 Process orders and to send information and updates pertaining to orders 

 Send you additional information related to your product and/or service. 

 Market to our mailing list or continue to send emails to our clients after the original transaction 

has occurred 



To be in accordance with CANSPAM we agree to the following: 

 NOT use false, or misleading subjects or email addresses 

 Identify the message as an advertisement in some reasonable way 

 Include the physical address of our business or site headquarters 

 Monitor third party email marketing services for compliance, if one is used. 

 Honor opt-out/unsubscribe requests quickly 

 Allow users to unsubscribe by using the link at the bottom of each email 

If at any time you would like to unsubscribe from receiving future emails, you can follow the instructions 

at the bottom of each email and we will promptly remove you from our mailing list.  

 

CHANGES TO THIS PRIVACY POLICY 

 

We may update our Privacy Policy from time to time. We will notify you of any changes by posting the 

new Privacy Policy on this page. 

 

You are advised to review this Privacy Policy periodically for any changes. Changes to this Privacy Policy 

are effective when they are posted on this page. 

 

 

AGREEMENT STATEMENT 

 

BY REGISTERING WITH FINTECH MINING AND THROUGH THE VOLUNTARY INTERACTION THEY 

UNDERTAKE WITH FINTECH MINING’S PRODUCTS AND SERVICES THE CLIENTS CONFIRM AND AGREE 

THAT THEY CONSENT TO THE USE OF ALL OR PART OF THE INFORMATION THEY PROVIDE CONCERNING 

THEIR FINTECH MINING ACCOUNT, THE TRANSACTIONS THEY UNDERTAKE THROUGH IT AND THE 

INTERACTIONS WHICH THEY PERFORM WITH THE COMPANY ON BEHALF OF THE COMPANY. ALL 

INTERACTIONS THE CUSTOMER UNDERTAKES WITH THE COMPANY WILL BE STORED BY THE COMPANY 

FOR THE PURPOSES OF RECORD AND AS SUCH MAY BE EMPLOYED BY THE COMPANY IN SUCH CASES 

THAT DISPUTES ARISE BETWEEN CLIENTS AND FINTECH MINING. 

 

 

Contact Us 

 

If you have any questions about this Privacy Policy, or how your data is being collected and processed, 

please contact us at support@FinTech-Mining.com 

support@FinTech-Mining.com

